Mark Sauer is director of information technology at TransPak, where he is tasked with improving security across its global locations. With an IT background that includes 20 years as an officer in the U.S. Navy, Sauer brings a wealth of experience and knowledge to his position. As he explained, "When I came on board, the company was in a period of rapid expansion. What I found is that processes and procedures — and in some cases the technology — needed to grow in order to meet customers’ demands and the company’s demands for system availability and performance. One of the pain points was information security — being able to protect our systems and our ability to do our work."

In addition to increasing available bandwidth at TransPak so processes could function properly, Sauer assessed its security systems and found an abundance of malware and unwanted programs that were eroding performance. However, he felt the biggest threat was ransomware, which he first encountered in September of 2016. "We were attacked and the ransomware started to traverse through our organization, getting to our file servers and then our terminal servers — running over the course of about five or six hours before it was detected." He said they were manually tracking the attack back to the infected workstation, which took them hours to locate. "Meanwhile, the ransomware was running rampant and encrypting files as it found them," he said. "Depending on how much the ransomware has gotten to, it can take up to 48 hours to get backups restored. Meanwhile, we have employees sitting idle, waiting for systems to be restored."
Sauer decided it was time to find new security technology that could help
TransPak avoid attacks that interfered with its day-to-day business operations.
After evaluating a few competing solutions, TransPak chose the CrowdStrike®
Falcon® platform. “From the second we deployed the CrowdStrike Falcon agent, we
were protected and I had control and the ability to deal with malware and security
incidents at the touch of a button,” Sauer said. “Before, it took me hours to even
detect an incident and then once I did, I would have to do research to find it and it
was a very manual process. With the CrowdStrike Falcon agent that all goes away
— it just melts away instantaneously when you deploy.”

Sauer was particularly impressed with how easy the Falcon platform is to manage,
even when he is offsite. On one occasion, he was attending his child’s basketball
game when his phone buzzed with an email indicating a high-severity alert
from the Falcon agent. “I logged into the Falcon console from my phone and saw
there was some malicious activity going on,” he said. “It identified the computer,
the location and the user that was logged into it, right there on my phone at a
basketball game! I merely touched the contain button and my problem went away,”
he said. A similar incident prior to having the Falcon agent in place would have
taken hours to handle, Sauer explained, forcing him to miss the game, log into the
network and begin a protracted manual process of locating and remediating the
problem. With the Falcon platform, he could easily handle the situation from his
phone.

A common headache many IT professionals encounter when introducing new
solutions companywide is disrupting users and generating a flood of help desk
calls. This was another problem that the Falcon platform helped TransPak avoid.
As Sauer told it, “I had zero support tickets, zero complaints and zero issues when
we deployed the Falcon agent. It didn’t affect anything that we were doing and
we were able to continue our business operations completely unaffected by the
deployment.”

Unrivaled Time-to-Value
The CrowdStrike Platform is a “Game-Changer”

Because TransPak runs a very lean IT team — only four help desk technicians
supporting over two dozen sites — Sauer recognizes the platform’s exceptional
time-to-value. “With the CrowdStrike Falcon platform, we’ve turned the game from
responding to incidents that consume nearly all our time and doing very little to
advance the interests and the systems that support our company, to being able
to spend a lot more time focusing on delivering customer service systems, new
processes and capabilities so we can be more productive and get our business
done more efficiently,” he said. “That’s the game-changer that the CrowdStrike
Falcon platform brings.”
PROTECTION AGAINST ADVANCED THREATS
CrowdStrike Replaced TransPak’s Legacy Antivirus

Sauer found that with the Falcon platform’s next-generation AV solution he could easily replace the legacy AV TransPak was using. “The Falcon platform allowed us to eliminate an AV software package that was not effective,” he said. “It was signature-based and detecting known malware, which we needed it to do, but quite frankly, most of the malware we found and the security incidents we had didn’t have signatures. We needed to be able to move to a more behavioral-based security system that could detect the threats that don’t have signatures. So, our AV is gone. We’re not using it anymore. We are now using the CrowdStrike Falcon platform alone as our security system — our AV and our endpoint protection — across the board. It’s a single solution that meets our needs for securing and protecting our IT infrastructure.”

PROACTIVE MANAGED THREAT HUNTING
CrowdStrike Falcon OverWatch Augments TransPak’s Security Team

TransPak also added CrowdStrike Falcon OverWatch™ managed hunting service, which provides a team of security experts to proactively hunt, investigate and advise on threat activity in a customer’s environment, effectively working as an extension of its IT team. He related an incident in which the Falcon OverWatch team had identified a bad actor attempting to sell access to one of the company’s servers — a potentially very serious breach. As Sauer explained, “Falcon OverWatch contacted me to tell me that they had detected activity associated with a known server-hijacking organization. We sent Falcon OverWatch some screenshots and they very quickly responded and said, ‘Here’s the information we have on this attempt.’ Its actions prevented us from having one of our servers sold on the black market for spammers or other bad actors to use.”

When asked to sum up TransPak’s security posture since adding the CrowdStrike Falcon platform to his cybersecurity arsenal, Sauer had this to say: “The tools that the CrowdStrike Falcon platform provides give me the ability to sustain our business processes, to keep the systems running so that the business can continue to operate. I wish I had more tools that were as easy to deploy, maintain and manage as the CrowdStrike Falcon platform. It increases the value of my security program at TransPak to be able to deliver systems that work for the company and keep us free of malicious activity.”